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This Privacy Notice (“Notice”) describes how TPG
EuropeLLP (“TPG”, “we” or “us”) collects and uses the
personal dataofrepresentatives ofour vendors and
services providers (“Vendor Representatives”). TPG
EuropeLLP isthe data controllerin respectofVendor
Representative personal data.

Personal data we collect about you

In connection with our relationships with our vendors, we
collectand uselimited personal dataaboutVendor
Representatives fromtime to time. This personal data
may include a Vendor Representative’s name, contact
details (address, email address and phone number),
government-issued identification number, bank account
information, and photographs.

We do notcollectyour sensitive personal dataunless
we are required or permitted to do so by applicable law
orregulations, oryouhave, in accordance with
applicablelaw, provided your explicitconsentto the
collectionand processing of your sensitive personal
data. Sensitive personal datamay includeinformation
relating to health, sexual orientation, criminal
convictions, criminal offences, political contributions and
political affiliation.

How we use your personal data

We use the personal datathatwe collectaboutVendor
Representatives to facilitate our relationship and
communication with thevendor. We also use the
personal datathatwe collectaboutVendor
Representatives in connection with performance of
background checks and carryingoutduediligence and
paymentrisk assessments in relation to the vendor. We
may also use the photographs of Vendor
Representatives for security purposes ifwe need to
grantVendor Representatives access to any ofour
properties. We process personal data for these
purposes on the basis thatit is necessary for our
legitimate interests in managing and assessingtherisks
relating to our vendors and service providers and in
managing the security of our IT systems and premises.

Where we are required or permitted to do so by law, we
process sensitive personal datarelating to the health of
Vendor Representatives in order to protectthe health
and safety of TPG staff and visitors to our properties.

Data sharing

We may share personal dataaboutVendor
Representatives with TPG Global LLC and its affiliates
forthe purposes described in this Notice.

We may share personal data with service providers that
performservices on our behalf such as paymentservice
providers, analytics providers, and hosting providers. In
accordance with applicable law, we have entered into
legally binding agreements requiring them to use or
disclose personal data only as necessary to perform

services on our behalf or comply with applicable legal
requirements.

In addition, we may disclose personal data aboutyou (a)
if we are required or permitted to do so by law orlegal
process, forexampledueto a courtorderor a request
from a law enforcementagency, (b) when we believe
disclosureis necessary orappropriate to prevent
physical harmorfinancial loss, (¢) in connection with an
investigation of suspected or actual fraudulentor other
illegal activity, or (d) in connectionwith (i) the making,
management or dispositionofany ofourinvestments or
(ii) business continuity.

Data transfers

We may transfer the personal datathat we collectabout
youto recipients in countries other than the country in
which the personal data originallywas collected. Those
countries may nothave the same data protectionlaws
as the country in which youinitially provided the
personal data. When we transfer your personal data to
recipientsin other countries (such as the U.S. or UK),
we will protectthatpersonal data as described in this
Notice.

If you are located in the UK we will comply with
applicable legal requirements providing adequate
protection for the transfer of personal data to recipients
in countries outside ofthe UK. In all such cases, we will
only transfer your personal dataif:

e The country to which the personal data will be
transferred has been granted a European
Commission orinformation Commissioner’s
Office adequacy decision;or

e We have putin place appropriate safeguards in
respectof the transfer, for example the EU
Model Clauses.

You may requesta copy ofthe safeguards thatwe have
putin placein respectoftransfers of personal data by
contacting us as described in the “How to contactus”
section below.

How we protect your personal data

We maintain appropriate technical and organisational
measures designedto protectyour personal data
againstloss or accidental, unlawful or unauthorised,
alteration, access, disclosure or use.

Data retention

Your personal datais retained for the duration ofour
relationship with your employer, plus areasonable
period thereafter as necessary to fulfil the purposes
described above. Retention periods may be extended if
we are required to preserveyour personal datain
connection with litigation, investigationsand
proceedings, orifalongerretentionperiod is required or
permitted by applicable law.



Your rights and choices

Subject to applicablelaw, youmay havethe rightto
request:

o confirmationofwhether we process personal
data relating to youand, if so, to request a copy
of thatpersonal data;

o that we rectify orupdate your personal data
thatis inaccurate,incomplete or outdated;

e thatwe erase yourpersonal datain certain
circumstances, such as where we collected
personal dataon the basis of your consentand
youwithdraw that consent;

e that we restrictthe use of your personal datain
certain circumstances, such as while we
consideranotherrequestthatyouhave
submitted, for example a request that we
update your personal data;

e withdrawal of your consentwhereyouhave
given us consentto process your personal
data; and

e thatwe provideacopy ofyourpersonaldatato
youin a structured, commonly used and
machinereadable format in certain
circumstances.

If you are located in the EEA or UK and you wish to
exercise any of your data protection rights or if you
considerthatwe have processed your personal datain
violation of applicable law, please contact us as
detailed in the “How to contactus” section below.

If you consider that we have processed your personal
datain violationofapplicable law and failed to remedy
such violation to your reasonable satisfaction, you may
also lodge a complaint with the Information
Commissioner’s Office.

How to contact us

If you have any questions about this Notice, or you
would like to exercise any of your rights, please let us
know by contacting us usingany ofthe methods below:

By email at
Privacy@tpg.com

In writing at

TPG Europe, LLP

Park House

116 Park Street

London

W1K 6AF

UK

Attn: Compliance Officer


mailto:Privacy@tpg.com

