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This Privacy Notice describes how TPG Capital (S)
Pte. Ltd., TPG Capital Limited, TPG Capital
(Australia) Pty Ltd, TPG Korea Co., Ltd, TPG Capital
India Private Limited and TPG Capital (Beijing)
Limited (“TPG”, “we” or “us”) collects and uses the
personal dataofrepresentatives ofourvendors and
services providers (“Vendor Representatives”)

Personal data we collect about you

In connection with our relationships with our vendors,
we collectand uselimited personal data about
Vendor Representatives fromtime to time. This
personal datamay include aVendor Representative’s
name, contactdetails (address, email address and
phone number), government-issued identification
number, bank accountinformation, and photographs.

We may collectsensitive dataabout you, including
information relating to health, when you visitour
properties.

How we use your personal data

We use the personal datathatwe collectabout
Vendor Representatives to facilitate our relationship
and communication with thevendor. We also usethe
personal datathatwe collectaboutVendor
Representatives in connection with performance of
background checks and carryingoutdue diligence
and paymentrisk assessments in relation to the
vendor. We may also use the photographsofVendor
Representatives for security purposes ifwe need to
grantVendor Representatives access to any ofour
properties.

Where we are required or permitted to do so by law,

we process sensitive datarelating to the health ofour
Vendor Representatives in order to protectthe health
and safety of TPG staff and visitors to our properties.

Data sharing

We may share personal dataaboutVendor
Representatives with:

e Other TPG entities; and

e Service providers thatperformservices on
our behalf.

We may share personal data with service providers
that perform services on our behalf such as payment
service providers, analytics providers, and hosting
providers.

In addition, we may disclose personal dataaboutyou
(a) if we are required or permitted to do so by law or
legal process, forexampledueto a courtorderora
request froma law enforcementagency, (b) when we
believe disclosureis necessary or appropriate to
preventphysicalharmorfinancial loss, (c)in
connection with an investigation of suspected or
actual fraudulentor otherillegal activity, and (d)in the
event we sell or transfer all ora portion of our
business or assets (including inthe eventofa
reorganization, dissolution, or liquidation).

Data transfers

We may transfer the personal datathat we collect
about you to recipients in countries other than the
countryin which the personal data originally was
collected, including the United States of America,
China, Hong Kong, Australia, India, Singapore and
South Korea. Those countries may nothave the same
data protection laws as the country in which you
initially provided the personal data. When we transfer
your personal datato recipientsin other countries
(such as the U.S.), we will protectthatpersonal data
as described in this Notice.

Your rights and choices

Subject to applicable law, youmay havethe rightto
request:

e confirmationofwhether we process personal
data relating to youand, if so, to request a
copyofthatpersonal data;

o thatwe rectify orupdate your personal data
that is inaccurate,incomplete or outdated;
and

e thatwe erase yourpersonal datain certain
circumstances, such as where we collected
personal dataon the basis of yourconsent
and you withdraw that consent;

e withdrawal ofyour consentwhereyouhave
given us consentto process your personal
data.

If you wish to exercise any of your data protection
rights orifyou consider thatwe have processed your
personal datain violation of applicable law, please
contact us as detailed in the “How to contact us”
section below.



How to contact us

If you have any questions about this policy, or you
would like to exercise any of your rights, please let
us know by contacting us using any of the methods
below:

By email at Privacy@tpg.com



